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1. Discussion

In the previous meetings, one controversial issue is, how to provide the Periodicity information to SMF for the KI#8.
In the last pre-meeting cc, the consensus is, the solution shall:
· Keep the TSCAI between SMF and NG-RAN
· There is no backward compatibility issue.

It means the focus is how to Periodicity to SMF from AF.
The following figure is the existing parameters transferred from AF to SMF in the TSC case. 
It has been agreed the same PDU session can be used for TSC and non-TSC traffic.
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The existing principle of handling for TSC and non-TSC case in the NFs is:
NEF:

· If the PDU session may be used for the TSC traffic, it always insert the TSCTSF in the AF session signalling path at beginning.
· When the NEF has establish the AF session with PCF directly, the TSCTSF cannot be inserted later.

TSCTSF:

· If TSCTSF receives the TSC input, it creates the “tsnqos” and “TSCAC” in the mediacomponent and sends to PCF.
· If TSCTSF receives the normal qos requirement (i.e. non-tsc input), it transfers to PCF.
PCF:

· If there is tsnqos and TSCAC, it only transfer TSCAC to SMF and create the PCC rule according to tsnqos. 

· If there is no TSC parameters, it handle the qos as normal case.
So the solution for the XRM shall consider the following scenarios.
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Scenario 1 (PDU session not used by TSC traffic)
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Scenario 2 (PDU session also used by TSC traffic)
Because the scenario 1 can be see the sub-case of scenario 2. The following discussion builds on the scenario 2.
There are 3 solutions can be the candidate.

Solution 1: Reusing the TSCAC based solution
· The XR AF create the TSCAC (for both trust/un-trust case).
· When the TSCTSF is involved in the signalling path, it does not create the TSCAC and tsnqos parameters, but forward the received TSCAC to PCF
· PCF forward the TSCAC to SMF. Because there is no tsnqos parameters, the PCF does not treat the traffic as TSC traffic.
· For the TSC traffic (blue color), there is no change.
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The pros is we can reuse the exist parameters/IE
In general, 3gpp features should be defined as independent separate building blocks so that they can be re-used as much by other feature.

· For example, the TSCAC/TSCAI for TSC also can be used by AIS (in Rel-17, for AR/VR service). 

So re-using the existing mechanism/feature/parameter is better way to move forward.

Solution 2: 
· There is a standalone Periodicity parameters in the AF session.

· PCF use this input as indication to create an indication for SMF to request UPF to perform jitter measurements within PCC Rules
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For the XRM case, this is a very simple approach. But the cons is less of extensibility
Solution 3: New container for both XR and TSC traffic.
· The TSCAC will be replaced by Traffic Assist Container from R18 which is used by both TSC and XR traffic.

· In the stage-3 spec, the original attribute names (tscaiInputDI and tscaiInputUI) for TSCAC are not changed.

· The data type are changed to TrafficAssisContainer.
· The data Model can be extended (the original part is not modified).
· The “data type” is not transferred in the SBI interface, so the R17 TSC AF can work with R18 TSCTSF.
There are two variant of solution 3.

Solution 3A: the AF (XR/TSC) create the new container
Solution 3B: the un-trust AF create the input parameters. The NEF/TSCTSF/trust-AF create the new container

But the issues for this solution are:
· The documentation work in the 23.501/502/503 is quite heavy. (Is it worth to make such a large modification just for one parameter Periodicity??)
· Although it does not impact the interface (i.e. date type is not transferred in the SBI), there is still the hidden trouble in the YAML files. Yaml file is used to guarantee the consistency. This approach make two different Yaml versions of NF to connect and invoke to each other. We should be very careful about such precedents.
· In the AF request (29.122), even we can change the data type from "TscaiInputContainer" to something like "TrafficInputContainer", but the attribute name is still "tscaiInputUl/tscaiInputDl". 

From above analysis, we have the following preference order:

· The solution 1 is the preferred strongly.
· If the solution 1 is not the majority view, the solution 2 is also acceptable.

· If the majority prefer solution 3 (or variant), we need to be very careful on how to move forward.
2. Proposal

It is proposed to consider above solution into consideration.
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